H npaﬁn yia tg
WNQPIAKES unnpeoleg
(DSA) pe anAa Aoyia

Ti npénel va KAvouv ol
emvpapplxsc (online)

nAaupoppec; yia v npootacia
naidiov Kai epnpwv
oto diadiktuo

<@




Ti eivar n npa&n yia tug Yn@iakeg unnpeoieg (DSA);

Nw¢ npootatevsl n DSA ta naidia kai Toug epnpouc;

01 eniypappikég (online) NAat@dppeg eival onpavtiko KOPUAt tng

kaBnpepivotntag twv Naidiwv kal twv epnBwv, Kabwe o€ autég \ / /
ENIKOIVWVOUV pe Toug (iloug Toug, napakoAouBouv PBivieo,
naifouv n paBaivouv kaivoupyia npdypata. ‘Opwg 1o diadiktuo ./)

enpuAacaoel ooBapoug Kivouvoug. Ta naidia kai o1 épnpol pnopei: C z,.

» va uroatouv KuPBepvoekpoPiauo (cyberbullying)

» Va TOUG MPOCEYYITouV GyVwaTol LIE KOKES
npoBéaeic:

» va bouv emiPAaBec 1) avnouxnTiko NePIEXOUEVOD
e to onoio Ba aiaBavBouv dBola nj Ba vikwoouv
@06Po n avaotdrwon

» va NIEGTOUV va rpaypartornoiroouv ayopec:

> VO GUULETAGXOUV O€ EMIKIVOUVES MPOKANTEIS:

» va pnv Prnopouv va aprioouv To Kivito ano ta 3
XEPIA TOUCG 1} va arevepPyonoiraouV tnv KovadAa ~ O

naixvibiou.

MNa va BonBnael va yivel acpaiéotepo 1o diadiktuo, 1o 2022 n Eupwnaikn ‘Evwon (EE) dnpioupynoe
v Npdaén via tic ynelakéc unnpeaieg (DSA), n onoia 10xUel yia TIC ENYPAPHIKES NAATPOPHES
(eupwnaikég kar pn) nou eival diaBéaipeg otnv EE. Ytoxo¢ tng eival va npoatateloel and toug
napanavw aAAd kai and aloug kivbuvoug 6Aoug Toug xpnaoteg tou diadiktiou —petal autwv
naibid kar epnpouc—, kKabwg kai va npootateloel Ta Bepeliwdn dikaiwpatd toug oto diadiktuo.

‘OAEC 01 ENIYPAHHIKEC NAATPOPHES OPEiAouV va
thpouv 6ca npoPAénovtal otnv npan auth kai va
npoayouv th diadiktuakn acPaieia Twv Xpnotwv

otnv EE.

i,

YOp@wva pe v DSA, o1 emypappiKES NAATPOPHES NPENEI va
NPOGPEPOUV GTOUG avnAiKoug NoU XPNGIHONOIOUV TIC UNNPECIES
ToUC UYPNAO eninedo 15iwTIKOTNTAC, acPpaleiag Kal npoctaciacg,
Autd onpaivel 0t ta naidid kai o1 épnpor Ba npénel va aioBavovtail
NPOOTATEUPEVOI Kal aoPalei tav xpnalgonoloUv epappoyEg, Jéoa
KOIVWVIKNG OIKTUWaNG kal naixvidia nou undyovtal g€ autov tov vopo. O
HeyaAUTepeg NAQTQOpyEC, ol onoieg apiBpolv navw and 45 ekatopplpia
xpnateg atnv EE, 6nwg to TikTok, to Instagram kai To Snapchat, opeilouv
eniong va evtonidouv kal va agloAdoyoUv aAhoug niBavoug KivdUvoug yia ta
naibid kar Toug epnpoug nou L

XpNaIgonoloUV TIG UNNPETIEG TOUG, -
Ji

L

Tov loUAio tou 2025 n Eupwnaikn
Enitponn dnpoaicuoe
KateuBuvINPIEC YPAUEC yia TNV

,d

The Digital
Services Act (DSA)
explained

Measures to protect children
and yaung people online

)¢

'4

npooTacia Twv avnAikwy WoTe va
yivel katavontd and OAeg TIg

OéAete va pabete

. , , =] R e [m] nepIoooTEPQ yia TNV
I'I)\Cl'[(DODLIEC T I'IpEI'IEI va Kkavouv Y|Cl r".f‘:-f ,I'r{d‘_ﬁ DSA’ AElI'[E uu[é 10
NV npoatacia naidiwv Kar epnpwv L%Eﬂ:;gﬁ gyxelpiblo nou enyei ta
oto diadiktuo. To napov eyxeipidio m,ﬁﬁi Wétpa yia v npootacia
e€nyel Nw¢ Aertoupyolv auTég ol B WV NAIBIGY Kai twv

, , véwv ato diadiktuo.
KaTeuBuVTNPIEG YPaUPE.

I 4
Mepiexopeva

1. Mool npénel va tpoUv TIG KateuBuvTNpIEG YpappES yia TNV NPooTacia tTwv avnAikwy,

2. MNoigg eival o1 BagikEG apxeg;
3. Luotaceig

a. Extipnon kivdOvwv: o€ kGBe nhat@oppua unapxouv diagopetikoi kivduvol

. Miaopdahion g nAikiag: pe nolov TpAno o NAatPOppEeS EAéyxouv TNV nAIKia oag

. PuBpioeig Aoyapiaopou: nwg va eAéyxete tv 1I01wWTIKOTNTA Kal TNV acdleid oag

B
y. Eyypaon: mAnpogopnon kai evbuvapwaon ano 1o npwto fhpa
b
€

. Niena@éc: oxediadovtag expnaoteg kKal ac@aleic nAatPOpeg

OT. Luothpata cuotdoewy Kai Aertoupyieg avadhtnong: BonBwvtag ta naidia va diatnpolv tov €Aeyxo

. Epnopikég npaktikég: BonBwvtag Toug vEou va katavonoouv Tl npowBeital kal nwAeital

¢
n. ‘EAeyxo¢ neplexopévou: acalela kal oefaocpog oti¢ nAatpOpeg
6

. YnoPoAn avapopwv: dieukoAlvovtag toug avnAikoug va piAncouy kai va avadntnaoouv BonBeia

. Epyaleia yia yoveig kal kndepdveg
4. Molog e€ao@aliel 6t tnpouvtal o kavoveg tng DSA;
5. Ti Ba oupPBei otn ouvéxela;
MoU pnopeite va Ppeite nepioodtepeg nAnpopopieg kal fonbeia;

H napouaa ékboon eivar anAwc evnuepwtikn Kai dev anoteAel vopiko yypago.

Ao OO b
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https://op.europa.eu/el/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
https://commission.europa.eu/strategy-and-policy/priorities-2019-2024/europe-fit-digital-age/digital-services-act_el
https://digital-strategy.ec.europa.eu/el/library/commission-publishes-guidelines-protection-minors
https://op.europa.eu/el/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
https://op.europa.eu/el/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
https://op.europa.eu/el/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
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1. Moiol Npénel va TnPouV TIC KAaTteuBuvTNPIEC YPAHHES yia Thy

npootacia twv avnAikwy; 2. NMoieg eival o1 BacIKEC apXEC;

Edv pia nAatgoppa xpnaiponoisital and naidia kai pnpoug —n eav eivar mbBavo va exouv 01 kateuBuvtnpieg ypappes Baaifoval oe TPEIG KEVIPIKES IOEEC:

npdaPacn o€ auth— TOTE N MAQTPOPHA aUTH MPENEI Va TNPET TOUG KAVOVES Kal TIG 1.Ta Sikaidpata Twv naibidv éxouv npotepaidtnta

kateuBuvtnpieg ypappég g DSA yia v npootacia twv avnAikwy. 01 mAatApEC Npénel va o£BovTal Ta HIKaIDPATA TwV e 4, " @

lotétonol nou éxouv oxedlaatei yia evAAIKES Hev apkei va dnAwvouv aniwg 6T, cUppwva pe Naidiwv Kal va AEItoupyolv NAVIOTE LE YVWHOVA TO £
TOUG KavOVeG Toug, «bev enitpénetal n npdoPfacn o€ naidid» kai va ayvooulv tnv oupQEpov TouG. Ta dikaiwpata autd nepiappavouy: {} o

npaypatkotnta. Edv yvwpidouv 6T 1o nepIEXOPEVO TouG eival NpooBAcipo Kal o€ vedtepa
dropa, o@eilouv va tpolv TIG KateuBUVTNPIES YPAUES.

Do

, , , , > ia
01 NAATPOPHES YIa TIC OMOIEC 10XUOUV 01 KATEUBUVTAPIEG uv npoatacia

ypappég gival, petafy alwv: . ,
> TNV anayopeuan twv diakpioewv:

i
{1

> T PECA KOIVWVIKNG SIKTUwoNG (6rw¢ » v Evialny
1o TikTok, to Instagram, to Snapchat, to
Yubo, 1o BeReal kAn.)

> 01 I6TOTONOI avtaAAayng Bivteo Kai
pong dedopévwyv (streaming) (drwg 1o
YouTube, to Twitch kAn.)

» neuxvidia ara onoia o1 xpriote¢ Lnopolv
naifovrag va énpioupyouv to HIKG ToUg
nepIexdpevo (6nwc 1o Roblox, To Minecraft
KAm.)

» 0r1010001NOTE I0TOTONOG 1} EQAPLIOYr) Oriou
01 XpriaTeg Lrnopouv va PAénouv, va
avaptouv Kal va KoIvonoiouv
NEPIEXOPEVO (0rw( To Discord, To Reddit
KAr.).

> TV I0IWTIKOTNTG"

» TV pdafacn o€ nAnpopopieg kai
eknaideuan

» v eAeuBepia g ekppaang:

g

> Tr] QULLIETOXT].

IR NRAANNRANRRNRRINNRRRRNRNRRERRANRTE]
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Autd onpaivel 0TI o1 unnpeaieg Toug Ba npénel va oxedialovtal, va avantiooovtal Kail va A&itoupyouv €10l
wote va diaopalifovtal nAviote n aopdAeia, n 1GIWTIKGTNTA KA ) NPOCTACIa TwV NAIBIWV.

<[]

T @) |

HH

2.Acpaleia ano tov oxediacpo
01 nAat@oppeg dev Ba npénel va nepipévouv va npokUYouv npofAnpata.
AvtiBeta, Ba npénel va ppovtiouv Wate va unapxel eEapxng
1I01WTIKATNTA, aoPAAEIa Kal NPOOTadia aTiG UNNPETie Toug. Ta EMPEPOUG
Xapaktnpiotika Ba npénel va eival katdMnAa yia Tig d1apopeg NAIKIES Kal

e 1a otadia avantugng twv naidiwv.

m

]

o | [0

1

[+

Inpeiwon: To DSA bev epappdletal oe
UNNPETIEC N AEITOUpYiES IBIWTIKWY PNVUPATWY.

13!
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ﬁﬁ 3. Katavonon Twv avaykwv TV XpnoTtwv
K%) 01 nhat@oppeg npenel va e€eTadouv NPOEKTIKA NWG
£ D xpnaipgonoloUv ta naidid kai o1 €pnpol TI UNNPETIEG TOUG Kal
MoIoug KIVOUVOUG evoéxeTal va avIipeTwnioouy, Onwg:

ﬁ?ﬁf

==Q

> KUPBepvoekpoPiauo:

@ 0
ﬁ M » ennPAapeés nepiexdpevor

o1 94
it

» unepPolikn xpran.
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‘Enerta, npéner va Bpiokouv AUCEIG yia TN pEiwon Twv KIVOUVWY autwv.



3. LUOTAGEIC

Ag pi€oupE pia patid oG CUOTACEIG NOU NPENEN va TNPoUv ol NAATPOpUES yia tnv npoatacia naibiwv kal epnpuwv Tp6n0| 6|aocpd}\| ong n)\IKI'CIC
ato diadiktuo.

) ) , ) , Ynapxouv 3 KUpIO! TPGMION HE TOUG 0roioug of MAATGPHES Hroposv
a. Extignon Kivduvwyv: o kade nAatgpoppa unapxouv va eMéyxouv TV nkikia ev6G xphoTn:

14 ’

diagopetikoi Kivbuvol 1. Afkeon Tou xphotn
01 KateuBUVTAPIEG YPapPES ouVIOTOUV 0TI NAATPOPLES Va EAEYXOUV TAKTIKA n Eloayete v nuepopnvia yevvnong oag n eMIAEYETE «Nay,
Katd nooo o UNNPECIEC TOUG EUNEPIEXoUV KIvEUvoug yia naidia kai €ipar avw Twv 13 etwv» N «Nay, Eipal avw twv 18 e1wv». 0
g@nPoug kal va KkatavooUv To NwG Kal To yiati cuppaivel autd. Ba npénel va ' | TPOMog auTog eival ypriyopog, aAa pnopei e0koAa va nel

Kaveig Yépata, ouvenwg ev eivan IBiaitepa

Bpiokouv TN owatn Icopponia avapeoa: v Vel \
anoteAecHatIkog oUte afionioTog.

2. Extipnon nAikiag
H texvoAoyia ektipd tnv nAikia oag pe faon otoixeia 6nwg:
> 0apwon NPocwnour
> TpOno¢ nAnktpoAdynong
> 1a evdiapépovtd aag.

» 0T0 va EMITPENouV ata naidid kar atous @rpoug va
KOIVOIOIOUV TO MEPIEXCLIEVO TOUC, TIC IGEEC KAl TIG KEWEIG TOUG

» 010 va toug bivouv tnv eukaipia va e€epeuvrioouy, va nai§ouv
Kkai va pdBouv kaivoupyia npdyuata ato 6iadiktuo...

..Kal 0T0 va Eyyuwvtal Tautoxpova tnv acpaleld toug!

0 tpdnog autdg dev eival téAelog —Oev evtonidel Tv akpifn nAikia
aag, evw evbexetal kai va napapiader v 161wTKOTNTA 0ag.

MoAIG evtoniatolv Kivbuvol, oI NATQOpHES NPENEI va avtanokpivovtal
napéxovtag anoteAeapatikég AUOEIC —Xxwpi¢ va nepiopidouv TG
ONPAVTIKEG EUKAIPIEC Kal Ta 0PEAN MouU pnopouv va anoAapBdvouy ta

3. EnaAnBsguon nAikiag
Auth gival n mo akpiPng pébodog and OAeg. EAéyxer Ty

naidid oto diadiktuo. nAiKia oac pie Baon:
B. Alag@aAion tng NAIKiag: PE Noiov TPONO 01 NAATPOPHES > enionua éyypaga, nawg To Siaahipid aag
SAEYXOUV thv nAikia oag > afI0nIoTEC YNPIAKEG TAUTOTNTES, ONwC €va deAtio - EU Digital Identity

Wallet

Ma va yivouv o IAaT@ApES Nio acpaleic —Kai yia va pn TaUTOTNTaG nou exkdidetal and to KPAtog, M o NOPToPOA

xpnaiponololv ta naidid kai o1 épnBor unnpeaieg nou dev eival ynoiakic Tautétntag e EE (EU Digital Identity Wallet). H T eivan To nopropéh
KataAAnAEg yia Tnv nAikia Toug— €ival onpavtiko va

, . , ; , , e . — WNEIakng tautdtntag tng
diaopahiletal 6Tl o1 xpnoteg eival otnv KataAAnAn nAikia yia va teAeutaia peBodog npoctatever thv 1BiwTIKGTNTA oag, EE: Efval pia 6wpedv
€X0UV NPOOBacn € GUYKEKPILEVO NEPIEXOLEVO. KaBw¢ eniTtpénel 0Toug XpnoTeg va anodeiouv thv nAikia epappoyn (diaBéoipn and

10 2026) nou PonBa toug
katoikoug tn¢ Eupwnng:

» va diatnpouv
onpavtika éyypaga
TOUG aopaAn o€ €va
onyeio’

» va anodeikvuouv v
TAUTOTNTA TOUG TO00
oto diadiktuo 600 Kai
d1a wong.

Moiadel pe yneiakd
nopto@OAI 6rou pnopeite
Va PETAPEPETE TNV
TauTOTNTd oag Kal aAa
onpavtika éyypagpa.

Y€ autd xpnoipelel n Siacpaiion Ttng nAikiac.

H diaopdAion tng nAikiag yivetar pe T xphon epyaleiwv Pe Ta
onoia pnopei:

TOUG Xwpi¢ va anokaAUyouv aA\a npoownikd Toug oToIxeia.

» va e€akpifwOei n va ektiunBei n nAikia evog xpratn: n

» va enifefaiwbei eav kdnoio dropo ival peyalltepo n
HIKDOTEPO Ao Lia GUYKEKPILEVI NAIKIG.

To yvwpidats;
Mpénel va €iote Avw twv 13 €TWV yia va XpnoILonoIEiTE T0
TikTok, To Snapchat, to Instagram, to BeReal kai to Steam! a



https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
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3. LUOTAGEIC

01 emypappikég nhatpoppeg Ba npénel:

» va e&nyolv Tov Tpdno eAEyxou ¢ nAikiac e Tpéro euKoAa
Katavonto os rnaidid kar prpous

» va pwTouv Vv nAikia £vog xpratn povo otav eivai
npaypatika anapaitnto yia v aopdAeid Tou:

» va xpnaiporoiotv v anAevetepn anoteAsopatiki péGodo
Xwpic va {touv nepIoactepeC NAnNpopopies and ooeg
xpeldlovrar

» va eyyuwvtal 0t 6Aeg o1 peBodor biaapdAiong g nAikiag
eivar akpipeic, Sikaieg ka1 SUokoAo va napakappBouv:

> va MPOoPEPOUV NAVE ano pia EMAOYES WOTe va LNV
anokAeiouv kavévav:

> va EMITPENOUY OTOUC XPAOTEC VA KAVOUV EvaTacn 61av
nAikia toug bev éxel ektiunBei owatd.

Moieg peBA6oUG Npénel va xpnaiponoiodv ol NAATPOpHES;

ey
£ &

Ynnpeoieg pétpiou Ynnpeoieg upniov Kivbuvou
Ynnpeoieg xapnAou Kiv6ivou (medium risk) mx. ruxsp(;' /I'/ga/l)‘(vllrélﬂ(L)/nnpsafec

kivéivou (low risk) M1.X. OPIOUEVES MATPOPUES YVWPILICOV KaI EPIEXBLEVO Yia

LETWY KOIVWVIKAG SIKTUWONG EVIAIKES 1] 0MoI0BNOTE NEpIEXEVO
EMonuUacuévo we 18+

I7p,or£/vou£vn ,usBloéch. ﬂporayouevn usec,)éoc. Mpotendpevn 1Boboc
Evbéxetal va apkolv aMa Extipnon nAikiag , ,
. , , , , EnaAnBeuon nAikiag
pétpa aopaleiag n enaAnBeuon nAikiag

H 6iaopdahion nAikiag gaivetal Kanwg nepinAokn,
owotd; Autog o 0bnyoc via T diac@daiion nAikiag
pnopei va aag BonBnaoel va tnv katavonaoete!

Mnopei npaypatika pia epapyoyn va
enaAnBeloel tnv nAikia oag;

Nail H Eupwnaikn Enitponn npoonaBei va Bpel pia Aon! Tov louAio
tou 2025 eykaiviaoe pia mAoTIKn epappoyn enaAnBeuong Ttng
nAikiag.

Auth éxel oxeblaotei worte:

va eivar IAIKr npog tov xpRatn’

va ENITPENEI OTOUG XpriaTeg va anodeifouv
ot eivar dvw twv 18 etwv:

va ano@euyer va {ntd onoiadnnote aAa
NpOowWriIKA OTOIXENQ.

Me tov tpéno autd efaopaliletal 6t n NpdoPfacn ae GUYKEKPILEVO
diabiktuakd nepiexdpevo napapével acPaing kai KataAAnAn
yia tnv nAikia Tou xpnotn.

* X %
ve

AGE
VERIFICATION

*
* 4 *

PROTOTYPE OF AN
AGE VERIFICATION APP

O¢Aete va pabete nepioodtepa yia v npoaéyyion g EE yia tnv enaAnBeuon nAikiag;

Yapwate tov Kwdiko QR yia nepioadtepeg nAnpo@opieg!



https://better-internet-for-kids.europa.eu/en/age-assurance-guide/explainers
https://better-internet-for-kids.europa.eu/en/age-assurance-guide/explainers
https://digital-strategy.ec.europa.eu/en/policies/eu-age-verification
https://digital-strategy.ec.europa.eu/el/policies/eu-age-verification
https://digital-strategy.ec.europa.eu/el/policies/eu-age-verification
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3. LUOTACEIC

10

v. Eyypapn: nAnpo@opnon Kai evduvapwon ano to npwto fnpa

‘Otav pia nAat@oéppa ¢ntd and Toug xpNateg va eyypagouv, ouxvd eival pia kaAn eukaipia yia:

> Va KOIVOMOINOEl OTOUG XPIIOTEG ONUAVTIKES
nAnpo@opie¢ acpaleiag

> va T0UC 6L)0EI EKNAIBEVTIKEG CUPPOUAEC

» va biaopalioer eivar NAIKIGKA apKeTa peyalol
WATE va éxouv npoafaan.

Ma va ta kavouv 6Aa autd owaotd, ol NAATPOpHES NPENEL:

» va e§nyoUV HE canvela yiati anaiteitar eyypagr Kai
rnoia ivai ta oQéAn’

» va biatnpouv mn Siadikacsia anAn ka1 npoofacipn,
€161kd yia naibid kair eprPoug e NPOabeTeC avaykeg
npodBaaipdtntag f avannpia:

> va [NV evBappuvouy v Eyypagr o€ XprioTeC KATW ano
€Va GUYKEKPIHEVO NAIKIAKO OpIo’

» va bieukoAuvouv ta naibid kai toug eprpouc va
anoouvdeBouv /) va Siaypayouv tov Aoyapiacpo
10U avd ndaa atiyun:

> vVa XpnaionoIouv tnv yypagn yia va £104youv Kkai va
€nyolv atous xprioTe¢ facika xapaktnpiotika
acQaleiag 6nwe

6. PuBpiosic Aoyapiacyou: nw¢ va eEAEYXETE Thv 1510TIKOTNTA
Kai Tnv acpaleia oag

01 puBpioeig Aoyapiacpol pnopoulv va fonBnoouv ta naidid, Toug epnBoug
Kal TOUG YOVEiG Toug va diaxelpiotolv TNV napouadia toug ato dladiktuo —
eAéyxovtag n.x. Nnéoa NPoownIKA OToIXeia Toug ival opatd o€ AAoug N ndéoo
gUkoAo €ival va ¢€pBouv aAhol o€ enapn padi Toug.

KaBwg o1 nepiaadtepor avBpwnor dev aAhadouv Tig npoemAeypeveS pubpioeig
Aoyapiaapou, o1 nAatpdppeg opeilouv va e§aopalidouv ot o1 pubpioeig
QUTEG €ival andéppNnTeS, acPaleic Kal NPOCTATEVPEVES EApXNG.

YTI¢ npoeniAeypéveg puBpioeic Ba npénel va nepidapBavovrar:

> puBpioeig anoppntou,

H eyypapn bev
oxetietal POVo PE TN
dnpioupyia evog
Aoyapiacpou. AnoteAei
KQl I EUKaipia yia v
nAatgoppa va
diaopalioel 6t o1 véol
XPNOTEG Nou Eekivouv
Twpa va
Xpnaiponoiolv
napaypévouv ac@aeic

> npoenAeypéva PETpa npoataaiag,
> gpyaAeia unoPfoAng avapopwv:

» va fonBouv ta naibid kai Toug EprPoUS va Katavoroouv:

> noia péoa ac@aleiag eivai Siabéoipa,
> nw¢ va avalntnoouv Bondeia av XpelaoTei.

Kal EVRHEPWHEVOI Kal
Siatnpouv tov éAeyxo.

» O NEPIOPIOHOC TWV ENAPWV: Va EAEYXETAI N0IOG LopEi va
akoAouBnael rj va oteiler privupa oto naidi 1y atov €pnpo.

=

» H anevepyonoinon eniKivbuvwv
XAPAKTNPIGTIKWV arid rpoemiAoyr, nx.:
> evioniopog Beang:
> autopatn avanapaywyn Bivieor
> LIKPOPWVO Kal Kapepar
> gUYXPOVIOHOG ENapwV:

> napakoAouBnaon.

» H anotponn ayvwotwy ang
v napakoAouBnan 1 m Anwn nepiexouEVou.

» O biapi0ipaduog Twv OTOIXEIWV EMIKOIVWVIAS (6nwe n
b1evBuvan email kai 0 apiBLdg AEPWVou) pove HE pntn
adeia.

» H biaxeipion eibonoiioewv: va anevepyornoiouvtai ol
e18onoinoeig autopatng npowOnong (push
notifications) n o1 enciyouoeg e16onoinceig (alerts)
arnod OUYKEKPILIEVOUS XPAOTEG 1] EQAPLOYEC N KATd TIC WPES
ToU Unvovu.

» H peiwon m¢ unepBoAIKAG XPAONG LE0w TG
anevepyonoinang XapakIpIoTIKWV Ornwc:

> likes («pou apéael») kai avtibpdoewv:
> otoixeiwv 0nwg 1o «O/H... TANKTpoAoyEi»:
> tng Asitoupyiag «AlaBAacTnKey.

» H npootacia Ttng WYUXIKNG UYEIag: va ansvepyonolouvial
1a Qiltpa eikdvag nou evoéxetal va ennpeajouv apvntikg v
EIKOVa TOU 0WATog 1 TV QUTOEKTILINGN.
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3. LUCTAOEIC

NMapaxwpnon tou eAéyxou ota naidid Kai atoug epnpoug, alla pe kabodnynon

Ta naibia dev Ba npénel Noté va napakivouvtal va PEIoouV TIS puBpicels 1IdiwTikdTnTag, acpaleiag kal npootasiag.
Edv 6pwg emBupolyv va e§atopikedoouv thy epnelpia toug, Ba npénel va pnopoly va To KAvouv pe tpono acpan

Kal kataAAnAo yia Tnv nAikia toug.

01 mAat@oppes Ba npénel:

> V0 ENITPENOUV OTOUG VEOUS XPIOTES va
npoaapuoaouV TiS puBLIcEIS wWate va
avrarokpivoviar otnv nNIKia ToU¢ Kai v
wWpIHGTNTA TOUC

» va Pefaicdvovial 6Tl 01 EMAOYES TOUG NAPAPEVOUV
iB1EC akOpN Kai HETA and ENIKAIPONOINGEIC TNG
nAatpoppag

> VO M1GPEXOUYV 0APEIC, EUKOAT KATAVONTEC
npo&ISonoINGEIC ripiv kataatouv o Aoyapiagpol
Tou¢ A1yotepo 1biwtikoi 1 npiv BpeBouv ae kivbuvor

> VA EMITPENOUV NPOCWPIVES aAAayEg, dxi Lovo
HOVIUES

» va ntouv katd 1aatipata and toug VEoUS XPHOTEC
va enBefaicIvouv onpavtikéG EMAOYES TOUCG,

MNarti eivar onpavtiko auto: ol npoenIAeypéveg pubpioeig
BonBouv ta naidid kar Toug EpnPoUS va napapévouv
ac@aln Kai va Siatnpouv tov €Aeyxo, xwpic va
aicBavovtal unepPoAika popTiopéva n ekteBelpéva oe
avaitioug Kivouvoug.

e. Aiena@eg: oxediadovrag eUXPNOTEC Kal acPaAeic NAATPOPHES

Aienagn gival 10 Nw¢ ep@aviletar kar Asrtoupyei pia enypappikn nAatgoppa, SnAadn autd nou
BAénete atnv 086vn oag kai 0 Tponog nou aAAnAenidpdte padi tou. Mia kaAd oxedbiaopévn dienapn
pnopei va BonBhoel naidid kar eprfoug va napapévouv acpaleic, va aicbavovral oryoupia Kai
va anoAappavouv tov xpévo toug oto diadiktuo.

MpokeIgévou va anotpenouv TNy unepPoAikn xpnon Kal TiG eBI0TIKEG CUPNEPIPOPEC, AAAA Kal yia va
bieukoAUvouv tnv anoguvdeon tou xpnatn, ol NAatPpdppeg Ba npénel va anoPelyouv XapakInpIoTIKa
Onwe:

> anepidpiatn KuAion («akpoAdpioua») —otav n aediba
QTAVEl JEow KUAIONG 01O KATwW LEPOG TG, va
avavewveTal quiopata LE Vo rnePIEXCLEVO:

» A&IToupyia «OUPETE yia avavéwany:
» b1apKeic e1bonoInaeig:
» quTOpatn avanapaywyn PBivteo:

» unxaviapol kabnuepiviig emppaBeuanc,
«gepi» (streaks) n névror nou wBouv ta naibid va
XpNOILOMoIouV v £Qapuoyn 1 1o naixvid! ge

kaBnuepiviy Bdan.

01 nAat@oppes Ba npénel va nepidapBavouy:

» epyaleia nou BonBouv ta naidid kai Toug
gprifoug va Siaxeipifovral tov xpovo
toug oo Siadiktuo, 6w Pilikég
unevBupioeic yia bialeiyparar

» puBuiceic aopaleiag, kaBuwe kai epyaleia
urofoAng avapopwyv kar avatpopodotnong 1a
orioia o1 véor xpriote¢ Ba eivar eUKoAo va
EVTONIOOUV, Va KATAVONCOUV Kal va
XPNOIHONOINCOUV"

» npooPacipotnta yia dAoug petalu dMwv
Kal yia naibid kai eprifouc e avannpia n
npooBeteg avdykeg:

» gapeic npoeibonoingeig dtav ta naidid Kai ol
épnpor alnembpouv e epyaleia
TEXVNTAG vonpoouvng (TN).
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3. LUOTACEIC

14

ot IUOCTNPATA CUCTACEWYV Kal AEITOUpYIEC
avadatnong: fonBwvrtag ta naidia va diatnpolv
ToV €AEyX0

Avapwtner'mats noté n(bc 0l EQApPHOYEG NOU XPNOILOMOIEITE WG uéoa KOIVWVIKNG
6|Ktuw0nc N 01 ayannyéveg aag n)\at(poppsc HE tn)\aontlka npoypapuata yvwpilouv
navtote Tl va oag dei§ouv otn ouvéxela; Ta cUCTAPATA GUCTACEWY anmpam(ouv T
€iboug npotaceIg nepiexopévou n enapwv Ba eppavioTolv oTn Pon NEPIEXOUEVOU
TWV XPNOTWV —aKOUN Kal oTi aeAideg e€gpelivnong— avdaloya pe TIg avudpAaceig
«ou apéael» (likes) Tou xpnaotn, kaBwg kal avaloya pe 1o Tl €xel napakoAoubnoel,

T €xel eMNIAEEEI N T €xel ano@aaioel va akoAouBei ato napeABdv.

Mapot auto €ival xpnaipo, Unopei va odnynael Ta naidia kai Toug EpnBoug ato va
BAenouv emPAaPei N akatdAnAeg eikdveg, Bivieo, avapTtnoeig N EUNOPIKA NPoidvTa.

O1 nAatpdppeg Ba npéner:

» va beixvouv LI6vo nepiexdpevo katdAAnAo yia tnv nAikia tou
xpriatny

» va nepiopidouv v noadtnta twv dedopevwy rnou aurdéyovial kai
XpraiponolouvIal yid Ti¢ GUOTACEIS:

» va bivouv rpotepaidTnTa atiq EVEPYEG EMAOYEC Kal atnv
avatpopodotnon Tou Xpratn, 6nwg:
> «ei€e pou Aiydtepa/nepioodtepa,
> «Aev BAw va 1o PAENws,
> «l\ev pe evdlagépely
» va pn Bacifovtal unepfoAika otnv nabnuikn
avatpo@odotnaon, r1.x. gTov XpAvo napakoAoubnong ri
MepINynang
» va &nyolv yiati npotabnkKe KAt kal nNwg Lrnopolv ol XproTeg
va aMaéouv tn ouotaon

> va EMITPENOUY GTOUG XPHOTEC VA ENAVAPEPOUV TH PON
NEPIEXOHEVOU TOUG NMAripwe Kar opioTIKd:

» va bieukoAUvouv v avapopa aveniBUUNToU NEPIEXOHEVOU
Kai va eyyuwvral 0t n avatpopodotnan tou xpratn aAAdde

npayuatikad To NePIEXGUEVO MoU Tou eugavicetar

> va KGvouv OAEC TIC pUBLITEIS TOU OUTTILATOC CUTTAOEWY PIAIKEG
npog ta naidia kai npocPacipeg

Ta ouotpata
OUOTACEWV NPENEl va
evbuvapwvouyv ta
naidid, 6xi va ta
KatakAudouv pe
nepiexopevo. To va
divoupe atoug véoug
Xpnoteg ™ duvatdtnta
va eAéyxouv Tl BAénouv
Toug BonBad va
dnpioupynoouv nio
ac@aleic kai OETIKES
EpNEIPiEC 0TO
Siadiktuo.

01 Aeitoupyieg avadntnong Ba npénel:

» va anokAeiouv emoaleic Aé€eig n hashtag:

» va BonBouv ta naibid kai toug eprifouc va emAééouv T
TOUG EVOIAQEPEI NEPITTOTEPO.

4 Epnoplxeg NPAKTIKEG: Bonﬂwvmc ToUg VEOUC va

KAatavonoouv T npowOsital Kai nwAeitai

Ta naibid kai o1 €pnpol —akpIBwS ONwg Kal o1 EVAAIKEG— UNopEi va pn
ouveldntonoloUv NAvIoTe 0TI KATI Eival:

» dlapnpion®
» éJpean npowBNTIKN Kivnon'

» €ni mAnpwpn avaptnon kdanoiou influencer.

Mnopei eniong va duakoAeUovtal va avuAngBolv tov
TPOMO PE TOV 0Moio 01 EPapHOYEC, Ta naixvidia r ol
IotoTonol npoonadouv va pag neicouv va §odéyoupe
NEPIOOOTEPO XPOVO N xpnpata. Auto pnopei va pag odnyei
0€ NEPITTEC ayopég, unepPolikEG dandveg n o€ ouvnBeleg
nou €ivar 6uokoAo va kornoUv. O1 nAatpdoppeg Ba npénel:

» va enianuaivouv kGBe eiboug b1apnuIoTIKO Kai
XOPYOULIEVO MEPIEXOUEVO LIE OaPAVEIT Kal GUVENEID
—aKdpn Kai i TonoBETNOEIC NpoiovTwy Twy influencers:
» va enaveEetd{ouv TakTiKa TIC EMNIONUAVOEIS TwV dIapnuicewy Kai va
eAéyxouv 0t o1 emonudvoeig autés eivar §exadapeg Kai
anoTteAEOHATIKES yia Ta naidid Kal TOUS KNOELOVES TOUG

» va anopeuyouv va diapnuifouv ge naibid kai eprpouc npoidvia kai
unnpeoieg rou Ba pnopotoav va BAdwouv tnv 1BiWTIKGTNTA, TY
ac@aleia n/kai Thv npogtacia Toug

» va poipdlovrai EekdBapa atoixeia aXETIKA L Ta KOOTN Kai TIC GUVEMNEIEG
r10U MPOKUITOUV ario:
> ayopEC EVIOE EQAPHOYWY,
> EIKOVIKA Vopiopata n HApPKEC,
> aMeg ouvallayée
> V@ arnoQeUyouV TAKTIKES MIENS OrnwG:
> avtiotpo@n pETpnon,
> pnvpata Trnou «ayopace twpa»’

» va arokAeiouv v npdofacn o€ oroiabrnote Asrtoupyia poiGder e
’ ’ ’ ’ ’
TUXEPA naixvidia, 6nw¢ a oevioukia Oncauvpour

» va biacpalifouv Ot ta «bwpedv» Npoidvra kai urnnpeaieg dev
nepiAapBavouv KpupES ayopéc:

»va Ewuwvra/ 6u o1 biapnuioeis eivar kat@dAAnAeg yia Tnv nAikia
TWV XPNOTWV:

» va npoaapoédouv toug alydpiBuoug £tor Wote ta naidia va pnv
ekti@evral o Siapnpioceig yia noAAn wpa n unepBoAika ouxva.

Marti €ival onpavtikod auto: autd ta pétpa pnopouv va Bondnaouv
0TNV NPOOTacia Twv NadIwV Kal Twv EpnBwV WaTe va pnv
e€anatwvral n méfovrai va §odéyouv xpnpata xwpic va t BéAouv.

Ti onpaivouv autoi ol
opor;
TonoB&tnon npoiovtog
eival 6tav eppavicetal pia
EUNOPIKN ovopacia n éva
npoiov o€ éva Bivieo n
avdaptnon oto nAaiolo
npowBnaong eni NAnpwpN.
Zeviouki Onoaupou
(loot box) cival éva
YNPIaKO avTIKEiPEVO nou
bivel Tuxaieg avtapoiBég
Kal xpnaiponoleital ouxva
o€ naixvidia.
Ayopa evtoc
€QPAPHOYNC €ival KATI
nou ayopalei§ péoa o€
Hia €pappoyn, 6nwe nx.
emnA€ov AEIToupyieg,
nePIoaOTEPEG (WEG, VEES
eupavioelg yia apatap n
€IKOVIKA vopiopata.
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3. LUOTAGEIC

0. YnofoAn avagopwv: dicukoAlvovtag Toug avnAikoug va

n.’EAEyX0¢ nePIEXOPEVOU: aoPaleia Kal 6efacpog oTIC NAATPOPHES v A \
piIAngouv kai va ava{ntnoouv fonBdsia

"EAeyxog nepiexopévou gival n enonteia kai n apaipeon
NEPIEXOPEVOU N XpNoTwV rnou Ba pnopoloav va BAdyouv
TV 1I0IWTIKOTNTA, TNV aoPAA€Ia Kal TNV NpooTacia twv
naidiwv Kal Twv epnpwy, petafl AMwv kai tnh GUVOAIKNA
OWHATIKA Kal PUXIKA TOUG Eunyepia.

MepIkEC popég ato diadiktuo kAt pnopei va ndel otpapd. Mnopei va beite
Katl nou Ba oag avaoTatwael, va UnooTeite eKPoPIoO N va VIWOETE
avaopdAeia. Na tov Adyo auto, eival onpavko ol NAatpoppeS va
e€aopalilouv nwg Ba eivar elkoAo yia 6Aoug va avapEépouv

MpokeITal yia €va onpaviko PETPO Mou OTOXEUEl 0NV npofAnpata kai va avagntnoouv fonbeia.

NpoOTacia TwWv XpNoTWV Kal TV npéAnyn aopapwv KIvoUvwy 01 hatgbpyiec Ba npéner

16

0nw¢ o ekPoPiopadc, n ékBeon o€ emPAaBEC nepiExOpEVO N n
aBspitn npoagyyion avnAikwv (dtav kanoiog npoonabei va
yivel gilog pe éva naibi i évav épnpo / pia £épnPn wote va
Tov/tnv §gyelaael n va tov/tnv kavel va viwoel apoAa).

01 nhatgoppeg Ba npéne:

» va opidouv EekdBapa T onuaive
enpAaBég nepiexopevo kKai empAapeic
GUHNEPIPOPEC’

> va epapuodouV Lia anoteAeauatikn
biabikaoia wWoTe va apaipouV eyKaipwg
emPAaBég N Napavopo NEPIEXOUEVO
Kai Aoyapiacpouc

> VO EKNAIGEUOUV TOUG ENOIMTES MEPIEXOUEVOU
Wate va evronifouv aneiAéC yia naidid kai
gprpoug, 6nw¢ n a@épitn npoceyyion
avnAikwv n o1 eEniKivbuveg
nPOKANGEIC’

» va apaipouv napavopo 1 enipAapéc
MEPIEXGUEVO XWPi§ KaBuotépnon:

» va xpnaiponoiouv pyaleia nou Ba

epnodilouv Toug Xpnoteg va
napayouv n va diapoipaovral
eniBAaPEG NEPIEXOUEVO MOV EXEI
Snpioupyn0ei pe TN

» va enave§etalouv kai va feAtivouv
TOKTIKG TOV TPOIMO LIE TOV 0r10io
A&Itoupyouv ta ougtipatd Toug yia tov
EAeyxo nepiexopEvou.

> va rpoopEPOUV O KABs xpriotn anAoug Kai
§exabapoug Tponoug avapopag ¢

Kakoroinang, Tou ekpofiauou N tou enifAaBous

nepiexopévou (petalu dAAwv kai ge dropa e
avarinpia)

> v EMITPENOUY OTOUC XPrOTEC VA ANOKAEIOUV,
va padouv ot giyacn n va nepiopifouv

ox0Aia kai arlnAembpdoeig pe dAAoug xprateg:

» va diaapalifouv Ot o1 Xprjoteg bev
npootifevtal autopata o€ opadeg alld
HOVO LETA TNV arnoboxr] GXETIKAG NPoakAnang:

> va MpooPEPOUV YPNYOPEC Kai BondBnTIKES
anavtrioei O€ Xprateg rou avapePouV KaAroio
npdBAnua kai va bivouv avatpopobdtnon yia
T0 T/ GUVEPN.

R

0 katdAnAog éAeyxog nepiexopévou BonBa va dnpioupynBei
évag xwpog 6nou ta naidid kai o1 épnPoi Ba aicBavovrai
acpaleia kai Oa vicoBouv 6ti ta céfovral Kai Ta
unootnpidouv.

0 éAeyxog

NEPIEXOUEVOU HEV

agpopd povo tnv
aQpaipean NEPIEXOUEVOU
—agpopa  dnpioupyia
€vOC aopaléatepou Kal

HE NEPIOOOTEPO
oeBaopod diadiktuakol

XWPOU yia 6Aoug.

Xpeialeate BonBeia yia va
ava@épETE avnoUXNTIKO
NEPIEXOUEVO;

To biktuo twv Kévipwy
Aogahouc AiadiktUou oe
oAdkAnpn tnv Eupwnn
unopei va oac fonBnaoel!

‘0,u ki av eival auto yia 1o
onoio VIWBETE tnv avaykn
va piAneete, Ba oag
npoo@épouv unoaotnpifn,
npaktikn Bonbeiq,
kaBobnynon kai Ba oag
aKoUoouV HE NPoaoxXn.
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3. LUOTAGEIC

4. Noiog e€ac@alilel 0T TnpouvTal o1 Kavoveg tng DSA;

18

1. Epyaleia yia yovei¢ Kai Kndepoveg

01 yoveig kai 01 kndepoveg pnopouv va BonBhcouv ta naidid kai Toug
scphBouc va napaueivouv aoaleic ato diadiktuo. O n)\atcpépusc
pnopolv va npoopEpouy epyaleia nou unoatnpidouv autov tov polo,
Xwpic va otepouv ano Toug VEOUE ta Sikaiwpata toug n thv
ave§aptnoia Toug

Edv o1 nhat@oppeg emAe€ouv epyaleia yovikou eAéyxou
OUPNANPWHATIKA NPOG TIC UNOXPEWTIKEG pubpioeg aopaAeiag Toug,
autd ta epyaleia Ba npénel:

» va Bacilovtal 6TNV ENIKOIVWVIA KAl 6TNV
evbuvapwon, éxi atov é\eyxo:

» va oéfovtail tnv 1SiwTkoTnta naidiov kai
e@nPwV kar va toug e1bonoiolv dtav évag yovéag r
knbepdvag evepyonolel Tétoia epyaleiar

» va AEIToupyoUV o€ OAEC TIC CUGKEUEC Kal
ekbooeIg AoyiopIKoU:

» va eival oupPatd pe ta unapxovta epyaleia
YovikoU eAEyXou, driwe autd rou eival
EVowpatwpéva ae mAépwva n EpapLoyeE.

Xpeiddeate unootnpign
WG yovéag n
knbepdvag; Ltnv Better
Internet for Kids (BIK)
Parent Corner Ba Bpeite
oupBouléc yia va
BonBnoete ta naidia
0ag va Xtioouv UyIEgig
YNQIAKEG OUVNBEIES Kal
va pdBouv va
nepinyolvIal pe
aopaAeia otov KOOUOo
Tou diadiktlovu.

Ta epyakeia yia yoveic kai
KNdEPOVES pnopolv va
BonBnaouv TIC 0IKOYEVEIES
Va XTIOOUV OXEOEIG
€QNIGTOOUVNG Kal
unootnpi§ng, a\a bev
npénel o€ Kapia nepintwon
va anoteholv péoa
napakoAoUBnang, oUte va
napafialouv ta
dikaiwpata twv naidiwy.
Eniong, dev Ba npénel va
avtikaBigtolv ta
Evowpatwpéva
XAPaKINPIoTIKA acpaleiag
NG NAATQOpUag.

KaBe xwpa tng EE SiaBétel Zuvtoviotn Wnpiakwv Ynnpeoiwv [Digital Services
Coordinator (DSC)] o onoiog, o€ auvepyacia pe v Eupwnaikn Enitponn, eniPAénel kai
napakoAouBei nwg epappdetal n DSA anod tig NAatPoppes.

2apwote Tov Kwdikd QR yia va padete noiog eival o DSC otn xwpa oag.

KaBe DSC pnopei va diopioel opyaviopoug nou e€eidikeUovtal otnv tautonoinon Kai
v enionpavon napdvopou kai eniAapoug nepiexopévou. O1 opyaviopoi autoi
anokahoUvial a§I6NIGTEG NNYEC ENICAHAVONG NAPAVOHOU NEPIEXOPEVOU, Kal
dtav kpououv Tov Kwdwva tou KivdUvou, ol nh\atpoppeg opeilouv va dpouv apeoal
davraoteite ToU¢ WG diartnté nou agupidouv yia va enioNUAvouv Kanoio npopAnua
apETWE POAIG TO Evoniaouv.

Zapwate tov Kwdikd QR yia va pdbete noieg eival or afiénioteg nnyeg
€NIoNUAvoNg Napavouou NEPIEXOUEVOU 0TN XwpPad 0dc.

5. T1 0a ouppei otn ouveéxela,

H Eupwndikn Enitponn kai ta kpdtn péAn g EE Ba e§akohouBnaouv va diaopalifouv
0T o1 nAatQOppeS tnpouv Tnv DSA kai va nepippoupolv Ty acaleia Twv naidiwv Ka
WV Véwv oto diabdiktuo.'HON cuvepyadovtal pe Toug €ENG TPOMNOUG:

» eEA€yxouv edv o1 NAaTQOpLES TNPOUV TIC
KateuBuvTipIES yPaUPES yIa TV poatacia Twy
avnAikwv auugwva e tv DSA kai npoxwpouv ge
VOLIKEC EVEPYEIEG dTav bianiatwvovial napaBdaoeig:

» bokIuGdouv kar avantiooouy v EQpapuoyn
enaAnBevonc nAikiag tng EE-

» kataptiouv éva oxedio dpaong tng EE kata tou
KuBepvoek@opiopou

» avaAUouv L€ oious TPGMoUS PNOPE Va ENNPEACEI
TNV YPUXIKA UYEIa N XpNon TWV HECWV
KOIVWVIKNG SIKTUWeNG and naibid kar prifouc,

HAikia yn@iakng cuvaiveong
H nAikia otnv onoia pnopeite va §ekIVAGETE va xpnalponoleite dIadIkTuakég
UNNPETIEC XwpiG va xpeladeate ouvaivean yovéa. YuvnBwg eival avapeoa ota 13 kai ta 18 €n,
avdaloya pe 1o Tl opidouv o1 vopol Tng xwpag aag, alAd kar avaloya pe tov TUno unnpeaiag.
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The Digital Services
Act (DSA) explained

What online platforms
should do to keep
kids and teens safe online
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What is the Digital Services Act (DSA)? How does the DSA keep kids and teens safe?

Online platforms are a big part of everyday life for children and The DSA says that online platforms must ensure a high level
teenagers, whether it's for meeting friends, watching videos, \ / r 4 of privacy, safety, and security for minors when they use
playing games or learning something new. But being online their services. This means that children and teenagers should feel

also comes with serious risks. Kids and teens might: ./(, ./) protected and safe when they use apps, social media and games
C zf that are covered by the law. The largest platforms, which have more
((" - than 45 million users in the EU, like TikTok, Instagram and Snapchat, Twoigtal ‘
must also identify and assess other potential risks for children and explained
» be cyberbullied teenagers who use their services. g e oine

In July 2025, the European
Commission published
quidelines on the protection
of minors to help all
platforms understand what
they should do to keep kids
and teens safe online. This
booklet explains how the
quidelines work.

» be contacted by strangers with bad intentions

» see harmful or upsetting content that makes them
feel uncomfortable, scared or disturbed

N

Do you want to learn
more about the
DSA? Check out this
booklet, explaining the
measures to protect
kids and teens online

» feel pressured to buy things

» participate in dangerous challenges

» find it hard to put the phone down or

switch off the console. Here’s what'’s inside

1. Who has to follow the guidelines on the protection of minors? 4

To help make the internet safer, in 2022 the European 2. What are the key principles? >

Union (EU) created the Digital Services Act (DSA). This law 3. Recommendations 6

applies to online platforms (European or not) available in the a. Risk assessment: every platform comes with different risks 6

EU. It aims to help keep all internet user.s - including kids b. Age assurance: how platforms check your age 6
and teens - safe from these and other risks, and protect

fundamental rights online. c. Registration: information and empowerment from the start 10

d. Account settings: privacy and safety you can control 11

e. Interfaces: designing platforms to be easy and safe to use 13

All online platforms must follow this law f. Recommender systems and search features: helping kids stay in control 14

and help keep users safe in the EU g. Commercial practices: helping kids and teens understand what’s being promoted and sold 15

h. Moderation: keeping platforms safe and respectful 16

i. Reporting: making it easy to speak up and get help 17

j. Tools for parents and guardians 18

4. Who makes sure the DSA rules are followed? 19

5. What happens next? 19

Where can you get more information and help? 24

Please note that this publication is intended for information purposes and does not constitute a legal document.
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1. Who has to follow the guidelines on the protection of minors?

2. What are the key principles?

If a platform is used by kids and teens - or if it’s likely
they may access it - then the platform must follow the
DSA rules and the guidelines on the protection of minors.

Websites made for grown-ups can't just say ‘kids are not

allowed’ in their rules and ignore what's really happening.

If they know that younger people can access their
content, they have to follow the guidelines.

Platforms covered by the guidelines include:

» social media (like TikTok, Instagram,
Snapchat, Yubo, BeReal, etc.)

» video-sharing and streaming sites
(like YouTube, Twitch, etc.)

» games where users can, play and create
their own content or games (like Roblox,
Minecraft, etc)

» any website or app where users can view,
post, and share content (like Discord,
Reddit, etc).

Note: The DSA does not apply to messaging services

like Messenger and Telegram.
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The quidelines are built on three main ideas:

1. Children’s rights come first

Platforms should respect children’s rights and always
act in the child’s best interests. These rights include:

» protection

» non-discrimination

» inclusion

» privacy

» access to information and education
» freedom of expression

» participation.

This means designing, developing, and operating
platforms that are always safe, private, and secure.

2.Safety by design

Platforms should not wait for problems to happen.

They should build privacy, safety and security into their
services from the start. Features should be appropriate
for different ages and stages of children’s development.

3.Understanding the needs of users

Platforms need to carefully consider how their services
are used by children and teenagers, and what risks
they might face, such as:

» cyberbullying
» harmful content

» excessive use.

Then, they must find solutions to reduce those risks.




3. Recommendations

Let’s take a look at the recommendations that online platforms need to follow to protect kids and teens online.

a. Risk assessment: every platform comes with different risks

The guidelines recommend that platforms should regularly check whether their
services pose risks to kids and teens and understand how and why.
They need to find the right balance between:

.. while keeping them safe!

Once risks are identified, platforms should respond with effective solutions
- without limiting the important opportunities and benefits that children
and teenagers can enjoy online.

b. Age assurance: how platforms check your age

To make platforms safer - and to prevent kids and teens from
using services that are not meant for them - it's important to
know whether users are old enough to access certain content.

This is where age assurance comes in.

Age assurance means using tools to:

age.

» find out or estimate a user’s age, or \/
» confirm whether someone is above or below a certain

Did you know?

You have to be at least 13 years old to use TikTok, Snapchat,

Instagram, BeReal and Steam!

&y

Types of age assurance

There are 3 main ways platforms can check a user’s age:

1. Self-declaration
You enter your date of birth, or click ‘Yes, I'm over
13 or ‘Yes, I'm over 18'. It’s quick, but easy to cheat,
so it's not effective nor reliable.

2.Age estimation
Technology estimates your age based on things like:

> face scans
>typing style
>what you're interested in.

It's not perfect - it can’t tell your exact age, and it
might be intrusive for your privacy.

3.Age verification
This is the most accurate method. It checks your
age using:

> official documents, like a passport

>trusted digital IDs, like an ID issued by the
government, or the EU Digital Identity Wallet.

This last method protects your privacy
because users can prove their age without
revealing any other personal data.

*® EU Digital Identity

Wallet

What'’s the EU Digital
Identity Wallet? It's

a free app (coming
in 2026) that helps
people in Europe:

» keep important
documents safe in
one place,

» prove who they are,
online and in real life.

It’s like a digital
backpack for your ID
and important papers.



https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
https://op.europa.eu/en/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home

3. Recommendations

Online platforms should:

» explain age checks in a way that’s easy to
understand for kids and teens

» only ask about age when it’s really needed to help
keep users safe

» use the simplest method that works well without
asking for more information than needed

» make sure all age assurance methods are accurate,
fair, and hard to bypass

» offer more than one option, so no one is left out

» allow users to appeal if their age is not estimated
correctly.

What method should platforms use?

5
%
[Ty

Low-risk services

Recommended method: Recommended method:
Other safety measures may Age estimation or age
be enough verification

High-risk services
e.g. gambling, dating
and adult content,

or any content rated 18+

Recommended method:
Age verification

Can an app really verify your age?

Yes! The European Commission is working
on a solution for you! In July 2025, it launched a
blueprint for an age-verification app.

It's designed to:

» be user-friendly
» allow users to prove that they are 18 or over

» avoid asking for any other personal details.

This helps keep access to certain
online content safe and age appropriate.

* X %

AGE
VERIFICATION

* 4 *

PROTOTYPE OF AN
AGE VERIFICATION APP

Are you curious about the EU’s approach to age

verification? Scan the QR code to learn more!

Age assurance looks a bit complicated, doesn't it?
This guide to age assurance can help you understand!



https://better-internet-for-kids.europa.eu/en/age-assurance-guide/explainers
https://better-internet-for-kids.europa.eu/en/age-assurance-guide/explainers
https://digital-strategy.ec.europa.eu/en/policies/eu-age-verification
https://digital-strategy.ec.europa.eu/en/policies/eu-age-verification
https://digital-strategy.ec.europa.eu/en/policies/eu-age-verification

3. Recommendations
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c. Registration: information and empowerment from the start

When a platform asks users to register, it's often a good opportunity to:

» share important safety information
» provide educational tips

» ensure the user is old enough to access.

To do this well, platforms need to:

» clearly explain why registration is needed and what
the benefits are

» keep the process simple and accessible, especially
for kids and teens with additional needs or disabilities

» avoid encouraging users who are too young to sign up

» make it easy for children and teens to log out or delete
their accounts at any time

» use registration to introduce and explain key safety
features like:

> privacy settings
> default protections
> reporting tools

Registration isn't just
about creating an
account. It's a chance
for the platform to
make sure young
users start off safe,
informed and in
control.

» help children and teens understand:

>what safety tools are available
>how to get help if needed.

d. Account settings: privacy and safety you can control

Account settings can help children, teenagers and their parents or
guardians manage their online presence - like how much personal
information is visible to others, or how easy it is to be contacted.

Since most people don’t change the default settings, platforms need to
make sure these are private, safe and secure from the start.

Default settings should include:

» Limiting contact: control who can follow or
message the child or teen

» Turning off risky features
by default, such as:

> geolocation

> autoplay of videos

> microphone and camera
> contact syncing

> tracking.

» Preventing strangers from seeing or
downloading content

» Sharing contact info (like email and telephone
number) only with explicit permission

» Managing notifications: turn off push notifications or
alerts from certain users or apps, or during sleep hours

» Reducing excessive use by turning off features like:

> likes and reactions counters
> “_is typing” features
> read receipts.

» Protecting mental health: tum off image filters that may
negatively affect body image or self-esteem.

11



3. Recommendations

Giving kids and teens control - with guidance

Kids and teens should never be encouraged to lower their privacy, safety and
security settings. But if they want to customise their experience, they should be
able to do so in a way that’s safe and age appropriate.

Platforms need to do:

» let young users adjust settings in ways that make sense for their
age and maturity

» make sure their choices stay in place even after platform
updates

» provide clear, easy-to-understand warnings before
making their account more open or at risk

» allow temporary changes, not just permanent ones

» ask young users to reconfirm important choices
from time to time.

Why this matters: default settings help kids and
teens stay safe and in control, without feeling
overwhelmed or exposed to unnecessary risks.

e. Interfaces: designing platforms to be easy and safe to use

An interface is how an online platform looks and works — what you see on
your screen and how you interact with it. A well-designed interface can help
kids and teens stay safe, feel confident and enjoy their time online.

To prevent excessive use and addictive behaviours, and make it easier to log
off, platforms should avoid features like:

» infinite scrolling - when the page has scrolled all the way to
the bottom, it automatically refreshes with new content

» pull to refresh

» constant notifications

» video autoplay

» virtual daily rewards, streaks or points that require
children to open the app or game every day.

Platforms need to include:

» tools that help kids and teens manage their time
online, like friendly reminders to take breaks

» safety settings, and reporting and feedback tools
that are easy to find, understand and use

» accessibility for everyone, including
children and teenagers with disabilities
or additional needs

» clear warnings when children and teenagers
are interacting with artificial intelligence
(Al) features.

13



3. Recommendations
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f. Recommender systems and search features:
helping kids stay in control

Do you ever wonder how your social media apps or your favourite TV
shows’ platforms always know what to show you next?
Recommender systems decide what kind of content or contact
suggestions show up in users’ feeds - including explore pages - based
on what they’ve liked, watched, clicked on or decided to follow before.

While this can be helpful, it can also lead kids and teens to see harmful
or inappropriate images, videos, posts or commercial products.

Platforms should:

» only show content that is age-appropriate

» limit how much data is collected and used to make
recommendations

» prioritise active user choices and feedback, like:

> ‘Show me less/more of this’
> ‘| don’t want to see this’
>‘l am not interested in this’

» avoid relying too much on passive feedback, like
how long users watch or browse

» explain why something was recommended and
how users can change it

» let users reset their feed completely and permanently

» make it easy to report unwanted content — and
ensure feedback actually changes what is shown

» make all recommender system settings child-friendly
and accessible.

Search features should:

» block unsafe words or hashtags

» help children and teens choose what interests them most.

Recommender
systems should
empower kids and
teens, not overwhelm
them. Giving young
users control over
what they see helps
build safer, more
positive online
experiences.

g. Commercial practices: helping kids and teens
understand what’s being promoted and sold

Children and teens - just like adults — may not always realise when
something online is

» an advertisement (“ads”)
» a hidden promotion

» a paid post by an influencer.

It can also be hard to spot how apps, games or websites try
to convince us to spend more time or money. This can lead to
unnecesary purchases or habits that are hard to break.

Platforms need to:

» clearly and consistently label all advertising and
sponsored content - including influencers’ product
placements

» regularly review how ads are labelled, and check with
children and guardians that labels are clear and effective

» avoid advertising to children and teenagers products and
services that could harm privacy, safety, and/or security

» be transparent about the costs and implications of:
> in-app purchases
> virtual currencies or tokens
> other transactions.

» Avoid pressure tactics like:

> countdown timers
> ‘buy now’ messages.

» block access to any feature that resembles gambling,
like loot-boxes

» ensure “free” products and services don’t include
hidden purchases

» make sure advertising is age-appropriate

» adapt advertising algorithms so children are not
exposed to ads too much or too often.

Why this matters to you: these measures can help to protect kids and
teens from being tricked or pressured into spending money when
they don’t want to.

What do these
terms mean?

A product
placement is when
a brand or item is
shown in a video or
post as part of a paid
promotion.

A loot box is a
digital item that gives
random rewards,
often used in games.

An in-app purchase
is something you buy
inside an app, like
extra features, more
lives, new skins or
virtual coins.

15



3. Recommendations

h. Moderation: keeping platforms safe and respectful i. Reporting: making it easy to speak up and get help

Moderation means checking and removing content
or users that could harm kids’ and teens’ privacy, safety
and security, including their overall physical and mental
well-being.

Sometimes things go wrong online. You might see something
upsetting, be bullied or feel unsafe. That’s why it's important that
platforms make it easy for everyone to report problems and
get help.

///

It's an important tool to protect users and prevent serious Platforms need to:
risks such as bullying, exposure to harmful content, or
grooming (when someone tries to be friends with a child or

teen to trick them or make them feel uncomfortable).

» offer simple and clear ways for any user to
report abuse, cyberbullying or harmful content
(including persons with disabilities)

Platforms should:

» clearly define what is meant by harmful content » allow users to block, mute or restrict
and behaviours comments and interactions with other users

» make sure that users aren’t automatically
added to groups - joining should only happen
after accepting an invitation

» use an efficient process to quickly remove
harmful or illegal content and accounts

» train moderators to spot threats to children
and teenagers, such as grooming or
dangerous challenges

» provide fast and helpful responses when users
report a problem and feedback on what happened.

» remove illegal or harmful content
without delay

Need help reporting

. upsetting content?
» use tools to prevent users from generating

or sharing harmful Al content The network of Safer
Internet Centres

across Europe can
help you!

» regularly review and improve how moderation

systems work. Moderation isn’t

just about removing
content - it's about
building a safer, more
respectful online
space for everyone

Whatever you need to
talk about, they offer
support, practical
help, guidance and
someone to listen.

Good moderation helps create a space where kids and teens feel
safe, respected and supported.



https://better-internet-for-kids.europa.eu/en/online-abuse-get-help-report
https://better-internet-for-kids.europa.eu/en/online-abuse-get-help-report
https://better-internet-for-kids.europa.eu/en/online-abuse-get-help-report
https://better-internet-for-kids.europa.eu/en/online-abuse-get-help-report
https://better-internet-for-kids.europa.eu/en/online-abuse-get-help-report

3. Recommendations

4. Who makes sure the DSA rules are followed?

18

j- Tools for parents and guardians

Parents and guardians can help children and teens stay safe online.
Platforms can offer tools that support this role, without taking
away the young person’s rights or independence.

If platforms choose parental control tools to complement their -

obligatory safety features, such tools should: Tools fgr parents and
guardians can help

families build trust
and support - but

» be based on communication and empowerment, should never result in
not control surveillance or take
away a child’s rights.

They also shouldn’t
replace the platform’s
built-in safety
features.

» respect children’s and teens’ privacy, and
notify them when a parent or guardian activates
such tools

» work across all devices and software versions

» be compatible with existing parental tools, /ike
the ones built into phones or apps.

Need support as a
parent or guardian?
The Better Internet
for Kids (BIK) Parent
Corner offers tips to
help your children build
good digital habits
and safely navigate
the online world.

Each EU country has a Digital Services Coordinator (DSC) who works with the
European Commission to supervise and monitor how platforms apply the DSA.

Scan the QR code to find out who the DSC is in your country

Each DSC can appoint organisations that are experts in identifying and flagging
illegal and harmful content which are appointed by DSCs. They are called
trusted flaggers, and when they raise concerns, platforms must act quickly!
Think of them as referees who call out problems as soon as they spot them.

Scan the QR code to find out who the trusted flaggers are in your country.

5. What happens next?

The European Commission and EU Member States will continue to make sure platforms
follow the DSA and keep children and young people safe online. Together they are:

» checking if platforms follow the guidelines on the protection of
minors under the DSA, and starting legal proceedings if they don’t

» testing and rolling out the EU age-verification app

» developing an EU action plan against cyberbullying

» analysing how social media use can impact
mental health in children and teens.

Digital age of majority
The age when you can start using online services on your own — without needing a parent’s OK.
It's usually 13 or 18, depending on the rules in your country and the type of service.

19
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Where can you get more information and help?

Full text of the DSA gquidelines on
the protection of minors online

Better Internet for Kids portal

Whether you're a child or teenager, parent, guardian or educator, you can contact
the Safer Internet Centre in your country for help or information on any online issue.

Help is always available — by phone, email, or online chat - and it’s free!

This family-friendly booklet explains the European Commission’s protection of minors guidelines under
the Digital Services Act in simple terms. It shows how online platforms should keep children and teens
safe by putting their rights first, integrating privacy and safety in the design of the platform, checking
ages, making settings private, designing safe interfaces, moderating harmful content, making reporting
easy, and supporting parents - so young people can enjoy the internet with confidence and support.

Directorate-General for Communications Networks,
Content & Technology (DG CONNECT) _
Manuscript completed in October 2025 Download this booklet at:

Please note that this publication is intended for information https://link europa.eu/cgyKch
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